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ADDual47 C.F.R. § 64.2009(e) erN. CertificatioD
ED Docket 06-36

Annual 64.2009(e) CPNJ Certification for: 2008

Date filed: 1012712008

Name ofcompany covered by this certification: DSL lntemet Corporation

Fonn 499 Filer 10:

Name of signatory: Ruben Perez-Sanchez

Title ofsignatory: Chief Executive Officer

I, Ruben Perez-Sanchez, certify that I am an officer afthe company named above, and acting as
an agent of the company, that I have personal knowledge that the company has established
operating procedures that are adequate to ensure compliance with the Commission's ePNT rules.
See 47 C.F.R. § 64.2001 et seq.

Attached to this certification is an accompanying statement explaining how the company's
procedures ensure that the company is in compliance with the requirements set forth in section
64.2001 et seq. of the Commission's rules.

The company has not taken any actions (proceedings instituted or petitions filed by a company at
either state commissions, the court system, or at the Commission against data brokers) against
data brokers in the past year. Companies must report on any information that they have with
respect to the processes pretexters are using to attempt to access CPNI, and what steps companies
are taking to protect CPNI.

The company has not received any customer complaints in the past year concerning the
unauthorized release of CPNI (number of customer complaints a company has received related to
unauthorized access to CPNI, or unauthorized disclosure of CPNI, broken down by category or
complaint, e.g., instances of improper access by employees, instances of improper disclosure to
individuals not authorized to receive the information, or instances of improper access to online
information by individuals not authorized to view the information).

Signed---+.4(f#/,~~~~8
Ruben Perez·Sanchez
Chief Executive Officer
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STATEMENT OF CORPORATE POLICY

The policy of DSL Internet Corporation is to comply with the letter and spirit of all laws of
the United States, inciuding those pertaining to CPNI contained in § 222 of the
Telecommunications Act of 1996, as amended, 47 USC 222, and the FCC's regulations,
47 CFR 64.2001-.2009. The Company's policy is to rely on the involvement of high-level
management to ensure that no use of CPNI is made until a full review of applicable law
has occurred.

The FCC's regulations, 47 CFR 64.2009, require the Company to implement a system to
clearly establish the status of a customer's CPNI approval prior to the use of CPNI, and
to train its personnel as to when they are, and are not, authorized to use CPNI, and to
have an express disciplinary process in place. For that, the Company created a CPNI
policy and procedure. All employees are required to follow the CPNI policy and
procedure for all CPNI related matters.

Compliance with FCC CPNI Ruling is the objective of the Company policy and
procedure. This policy limits the use and disclosure of CPNI to very limited
circumstances. Furthermore, the Company trains all relevant employees to recognize
CPNI and understand the limitations of use and disclosure set forth under federal law
and Company policy. The company policy establishes the following parameters
regarding the use and disclosure of CPNI:

1. The company does not currently use CPNI to market service offerings among the
different categories of service provided to subscribers. If and to the extent the
Company was to use CPNI to market service offerings among the different
categories of services the Company provides, the Company would only do so in
compliance with lawfUlly permitted customer authorization procedures or other
applicable regUlations governing the permitted use of CPNI.

2. The Company will not resale or disclose CPNI to a third party except to (1) a third
party pursuant to a valid request from law enforcement, (2) the federal judiciary
or other appropriate authority, (3) a third party pursuant to lawfully permitted
customer authorization procedures or other applicable regulations governing the
permitted use of CPNI.

3. In the event the Company was to disclose CPNI to a third party or use CPNI in a
sales or marketing campaign, the Company would record such event to be kept
for at least one year.

4. Violation of this policy may resuft in disciplinary action, including termination of
employment when appropriate.
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